
DINASTIA JATI GROUP has created this policy to help outline the security measures put in

place which expose with the risk of data theft, scams, and security breaches can have a

detrimental impact on a company's systems, technology infrastructure, and reputation whereby

to ensure information remains secure and protected.

This policy applies to all of Dinastia Jati Group employees. All employees and/or any

individuals with access to the company's electronic systems, information, software, and/or

hardware. The purpose of this policy is to :

(a) protect Dinastia Jati Group data and infrastructure, 

(b) outline the protocols and guidelines that govern cyber security measures, 

(c) define the rules for company and personal use, and 

(d) list the company's disciplinary process for policy violations.

This cyber security policy is for our employees, vendors and partners to refer to when they need

advice and guidelines related to cyber-crime. Having this cyber security policy, we are trying

to protect Dinastia Jati Group data and technology infrastructure. 
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